
Update on the Log4Shell (CVE-2021-4428) 
vulnerability 

As the global leader in access solutions, we take physical and digital 
security very seriously. We continuously work on strengthening the 
security for our customers and ourselves. 

On December 9, 2021, a vulnerability was reported that could allow 
systems running the open-source Log4j library to be compromised.  

Once we became aware of the vulnerability, we immediately started 
the work to analyze if there were any potential impacts related to our 
products.  

As a result of this analysis, we can confirm that neither of our on-
premise products, SMARTair TS1000 or TESA Hotel, are 
affected as we don’t use or distribute the Log4j library. 
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